Comments prepared by Group # 8

Comments on Security Policy for Banking Organization using Smartcard (Group # 1):

· The method of using the Smart Card technology is not clear. The operating process of ATM machine is confusing with everything. A step by step process or a figure/ diagram would describe the process more effectively.

· In this proposed system, user can make transactions online [3.3.3 Policy] but how it can be done is not specified. How can it be as the same process as the ATM/ branch transactions?

· How the backup data will be kept and in what format? Encrypted or as plain text?

Comments on A proposed Policy Document and Technical specification for a university’s student information system, ensuring almost complete privacy and security at individual level (Group # 2):

· In case of lost or stolen card, all records will be reproduced from a backup database. The information in the backup database will be in encrypted form. Only student can access those data and write them into their smart card. 

· How student can decrypt those data and store them back in their smart card?

·  Do they use their password as key to decrypt those data or something else? 

· If they use their password as key what will happen if they forget the password?

·  How password is assigned into a new card? By University or by student? 
