Comments from Vic Ho & Kashif Saeed
Comments on “Maintaining of Secured Owner-Controlled Clinical Data”
· Who is going to issue the smart card to the clients?
· How the doctors are going to access the records?

· How the user is going to update the information on their smart card?

· How to deal with e-signature expiration?

· How third party is going to access the information

· How the client is going to retrieve the information from the backup (what authentication procedure is adopted)

· Which users are allowed the restricted access to users’ data?
· How to keep track of issued keys.

· If physician changes, how to revoke information from him?
Comments on “Policy and Planning or Owner-Controller Transactional Framework for Credit Card”
· In the section of the policies required for authentication, it is a password-based authentication system to identify the legitimate access by the credit card company. What does it happen if the password is lost? How to manage the passwords? Please explain.
· In the section of the policies required for authentication, there is a requirement for a third party to be able to decrypt a user’s information. Does this third party own the user’s information or able to get the user’s information without user’s consent? Please explain.
· In the section of backups, backups are mandatory for the information in the card and are encrypted with the owner’s public key. What does it happen if the owner’s private key is lost? How to help the owner to manage his/her keys? Please explain.
· Would it be possible explain more in detail about how role based access control system can be implemented?

· Since the scenario is restricted to a very small area (credit card transactions only), there is not many security holes that we can find in this scenario.
