Comments on “Security and Privacy Planning for WalMart”
The authors of the paper tried to cover the proposed limited scope carefully. Still the proposed system suffers from some inconsistency and security problems. 

1. In section 2 F, they mentioned that in the case of lost card, customer will just fill out the loss report form and the card will be deactivated. But it was not mentioned how the proposed system issue a new card and populate that card with all the old transaction data that the customer had with WalMart, because if they don’t do it, the customer will have his new card, but it will not have any old data. Is this acceptable? 
2. In section 3 P1, it was mentioned that “WalMart should not access the user’s information without the agreement of the user.” So does it mean, the customers’ information will reside on Walmart server too? Because the aim of the system was only customers can have their own information.
3. The proposed system will use an imaginary device which is a flash memory stick integrated with the smart card. The smart card has a security mechanism which prevents any unauthorized access to internal data, the problem with flash memory stick is that it does not have any protection to its storage, the data is wide open to anyone who has the access to the stick, which is a potential security threat.
Comments on “Electronic Passport System”

The ideas presented in this paper sound logical and I believe the system should work. I suggest some changes in the format of the paper though. So far I understand that the 2 major part of this assignment is to develop a policy and system structure that is capable of enforcing that policy. The paper mostly describes the technological part. But I believe there should be a separate section describing only the policy, i.e. the scope, acceptable use and unacceptable use of the system. 

In “figure1: Passport Creation”, it is not exactly clear what is meant by the ordinary information. And the so called ordinary information is not going through the encryption process. I guess that means there is some part of the user information is not secure. I believe all user information should be encrypted.
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