I  Critique of:-

A proposed Policy Document and Technical specification for a university’s student information system, ensuring almost complete privacy and security at individual level                      - By Uddin, Abu & Rahaman, Shamual
1) In ‘Course registration’ procedure, statement – ‘administrative personnel will check previous records of the student behind the scene’ is contradictory to the statement –‘ the password for the database record is with the student , so nobody else can access the records’. 
2) Information as to who has the encryption key of database storage and where it is placed has to be specified.
II Critique of:-

Security and Privacy Planning for Wal-Mart - By Lihua Duan and El Amsy Tarik 

1) If as mentioned in ‘Loss Report’, the staff of Wal-Mart can access a customer’s photo-ID, the privacy of customer is compromised.

2) If Wal-Mart cancels the smartcard on loss-report basis, the back-up of customer details is compromised. (e.g. the points he has earned due to his previous transactions with Wal-Mart – stored in smartcard )

3) In role based access table, the ‘database’ and the ‘customer’ have access to ‘customer’s private key’. This compromises the privacy of the customer.

